ANSWER 1]

The risk management process is a framework for the actions that need to be taken. There are five basic steps that are taken to manage risk are:

· Step 1: Identify the Risk

The first step is to identify the risks that the business is exposed to in its operating environment. There are many different types of risks – legal risks, environmental risks, market risks, regulatory risks, and much more. The advantage of this approach is that these risks are now visible to every stakeholder in the organization with access to the system. Instead of this vital information being locked away in a report which has to be requested via email, anyone who wants to see which risks have been identified can access the information in the risk management system.

· Step 2: Analyse the Risk

Once a risk has been identified it needs to be analysed. To determine the severity and seriousness of the risk it is necessary to see how many business functions the risk affects. There are risks that can bring the whole business to a standstill if actualized, while there are risks that will only be minor inconveniences in the analysis. When a risk management solution is implemented one of the most important basic steps is to map risks to different documents, policies, procedures, and business processes. This means that the system will already have a mapped risk framework that will evaluate risks and let you know the far-reaching effects of each risk.

· Step 3: Evaluate or Rank the Risk

Risks need to be ranked and prioritized. It is important to rank risks because it allows the organization to gain a holistic view of the risk exposure of the whole organization. The business may be vulnerable to several low-level risks, but it may not require upper management intervention. On the other hand, just one of the highest-rated risks is enough to require immediate intervention.





· Step 4: Treat the Risk

Every risk needs to be eliminated or contained as much as possible. This is done by connecting with the experts of the field to which the risk belongs. In a risk management solution, all the relevant stakeholders can be sent notifications from within the system. The discussion regarding the risk and its possible solution can take place from within the system. Upper management can also keep a close eye on the solutions being suggested and the progress being made within the system.
 
· Step 5: Monitor and Review the Risk

Not all risks can be eliminated – some risks are always present. Market risks and environmental risks are just two examples of risks that always need to be monitored. Under manual systems monitoring happens through diligent employees. These professionals must make sure that they keep a close watch on all risk factors. Under a digital environment, the risk management system monitors the entire risk framework of the organization. If any factor or risk changes, it is immediately visible to everyone. 


ANSWER 2]

The problems and challenges faced while trying to make an effective risk-management process are as follow:

· Risk assessment is viewed as a barrier to day-to-day business activities: 

Although enterprises recognize risk evaluation as a critical discipline, the acceptance is still largely academic. A large number of businesses abdicate or postpone risk assessment in favour of usual business tasks and view related practices as yielding limited or no value. This flawed approach originates from the organizations’ inability to create a solid business case for risk evaluation.

· Organizations struggle with the process itself:

Among enterprises ready to practice risk assessment, a woefully large number get tangled in the process itself, seldom arriving at a fruitful completion. And this is despite the concepts and principles of risk assessment not being intricate. Often times, this is the result of a hurried run to complete risk assessment for regulatory purposes

· Data interpretation to derive actionable insights is tougher than it’s made to look like:

 Information exists and is getting generated at an unprecedented pace and volume. While organizing and processing available large data volumes to foresee risks is tough, interpretation of data post-assessment could be a daunting task for organizations, including for large corporations.

· Risk assessment data do not always perfectly reveal the existing reality: 

 Organizations repeatedly use inappropriate tools such as questionnaires and surveys. An ignored problem with these traditional ways is that the answers are provided to please the assessors, which hide the real areas of vulnerability, affecting the very purpose of the process, making risk assessment faulty.
Implementation of risk evaluation outcomes is not prioritized: A realization of the flaws inherent in the process as discussed in the above four steps combined with lack of accountability leads to lacklustre implementation. More often the risk findings are not acted upon at all.

ANSWER 3]

A conflict of interest increases risk of bias or poor judgment because of an obligation or commitment to two or more competing interests. A perceived conflict can tarnish public image and erode community trust. Government regulators expect companies to assess their exposure to the risks of conflicts of interest.

ANSWER 4]

Below is a list of the most important types of risk for a financial analyst to consider when evaluating investment opportunities:

· Systematic Risk – The overall impact of the market
· Unsystematic Risk – Asset-specific or company-specific uncertainty
· Political/Regulatory Risk – The impact of political decisions and changes in regulation.
· Financial Risk – The capital structure of a company (degree of financial leverage or debt burden)
· Interest Rate Risk – The impact of changing interest rates
· Country Risk – Uncertainties that are specific to a country
· Social Risk – The impact of changes in social norms, movements, and unrest.
· Environmental Risk – Uncertainty about environmental liabilities or the impact of changes in the environment.
· Operational Risk – Uncertainty about a company’s operations, including its supply chain and the delivery of its products or services
· Management Risk – The impact that the decisions of a management team have on a company
· Legal Risk – Uncertainty related to lawsuits or the freedom to operate
· Competition Risk – The degree of competition in an industry and the impact choices of competitors will have on a company


ANSWER 5]

In the world of risk management, there are 4 main strategies: 

· Avoid the Risk

Sometimes, a risk will be so serious that you simply want to eliminate it, for example by avoiding the activity altogether, or using a completely different approach. The advantage of this strategy is that it’s the most effective way of dealing with a risk. By stopping the activity that’s causing the potential problems, you eliminate the chance of incurring losses.

· Reduce the Risk

If you don’t want to abandon the activity altogether, a common approach is to reduce the risk associated with it. Take steps to make the negative outcome less likely to occur, or to minimize its impact when it does occur.
This is probably the most common strategy, and is appropriate for a wide range of different risks. It lets you continue with the activity, but with measures in place to make it less dangerous. If done well, you have the best of both worlds. But the danger is that your controls are ineffective, and you end up still suffering the loss that you feared.

· Transfer the Risk

We’re all familiar with the concept of insurance from our everyday lives, and the same applies in business. An insurance contract is basically a transfer of risk from one party to another, with a payment in return.
When you own a home, for example, there’s a big risk of losses from fire, theft, and other damage. 
So, you can buy a home insurance policy, and transfer that risk to the insurance company. If anything goes wrong, it’s the insurance company that bears the loss, and in return for that peace of mind, you pay a premium. When you own a business, you have the option to transfer many of your risks to an insurance company as well. You can insure your properties and vehicles, and also take out various types of liability insurance to protect yourself from lawsuits.  

· Accept the Risk

As we’ve seen, risk management comes at a price. Avoiding a risk means constricting your company’s activities and missing out on potential benefits. Reducing a risk can involve costly new systems or cumbersome processes and controls. And transferring a risk also has a cost, for example an insurance premium.
So, in the case of minor risks, it may be best simply to accept them. There’s no sense investing in a whole new suite of expensive software just to mitigate a risk that wouldn’t have had a very big impact anyway. For the risks that received a low score for impact and likelihood, look for a simple, low-cost solution, and if you can’t find one, it may be worth simply accepting the risk and continuing with business as usual.
The advantage of accepting a risk is pretty clear: there’s no cost, and it frees up resources to focus on more serious risks. The downside is also pretty clear: you have no controls in place. If the impact and likelihood are minor, that may be fine. But make sure you’ve assessed those things correctly, so that you don’t get a nasty surprise
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Importance & Objectives of risk management process:

· Identifies And Evaluates Risk

Risk management identifies and analysis various risk associated with business. It identifies risk at early stages and takes all necessary steps to avoid their harmful effects.  

· Reduce And Eliminate Harmful Threats

Harmful risks and threat are part of every business organisation. Risk management techniques helps in avoiding and reducing the effect of these threats to business. Risk manager formulates strategic plans for each department and monitors their performance from time to time.
 
· Supports Efficient Use of Resources

Risk management aims at efficient utilisation of all resources. Fuller utilisation leads to better productivity and increased profits. Risk management techniques support strategic planning for better results. It sets plans for functioning of business and ensures that all activities are going on their planned track.  

· Better Communication of Risk Within Organisation

Risk management develops better communication network between directors, managers and employees. It helps in spreading all information regarding risk easily around the organisation timely.

· Reassures Stakeholders

Stakeholders are an important part of every business organisation. Business must aim at serving the interest of its stakeholders for their support. Risk management helps in increasing the confidence of stakeholders in business and assures them of non-occurrence of any unfortunate incident.
They feel safe by the implementation of risk management techniques that will timely control and avoid all harmful risk. This leads to better trust among business and its stakeholders.

· Support Continuity of Organisation

Risk management has an efficient role in long term growth and survival of the business. Every business faces several risk and unfortunate events during its life cycle.  
It avoids all these risks by monitoring continuously the operations throughout the life of the project. It reduces anxiety by overcoming all fear of uncertainty and develops a safe working environment within the organisation.  


ANSWER 8]

The Risk Committee is an independent committee of the Board of Directors that has, as its sole and exclusive function, responsibility for the oversight of the risk management policies and practices of the Corporation’s global operations and oversight of the operation of the Corporation’s global risk management framework.

The responsibilities of a board risk committee may include the following: 

· Oversee the risk management infrastructure
· Address risk and strategy simultaneously, including consideration of risk appetite.
· Monitor risks 
· Oversee risk exposures 
· Advise the board on risk strategy
· Approve management risk committee charters More 
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· Following are some of the costs that may be involved in your current records management activities or that you may incur in developing and implementing an ERM system. cost-benefit analysis may include some of these:

1] Personnel Salaries & Benefits	                                                                                         
   a.	RM staff - manage and oversee the administration and use of the system                                                                                   
   b.	IT staff- maintain and operate the system	          
                                           
                                    
2] Hardware maintenance, upgrade & replacement	                                                                                         
   a.	Servers	                                                                                         
   b.	Storage devices	                                                                                         
   c.	Desktop computers & peripherals	                                                                                         
   d.	IT infrastructure components (e.g., networks)
	                                                                                         
3]  Software licenses, maintenance & upgrades	                                                                                         
   a.	Records management software  
   b.	Required server operating system and database software	                                                                                         
   c.	Required PC operating system and other desktop software	                                                                                         
   d.	Document and image management software

· Following are some of the benefits that may be involved in your current records management activities or that you may incur in developing and implementing an ERM system.

1]  	Reduces costs associated with current recordkeeping activities
2]      Makes records accessible to the public from remote locations and anytime.
3]      Enables access to data in legacy systems.
4]   	Provides rapid access to records needed in business dispute resolution.
5]    	Reduces the need for parallel recordkeeping systems (e.g., paper and   electronic).
6]    	Ensures the authenticity and reliability of records.
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The roles and responsibilities of a Chief Risk Officer are as follows:

· Risk management policies are directly reflected in the organization’s strategic plans
· Timely risk assessment process through risk management expert or in-person
· Take a thorough look at the audit practices of accounting, compliance reports, and safety measure
· Recognize the threats to the reputation of the organization, which includes blunders in the marketing process
· Documenting risk analysis reports to various stakeholders such as board members, C-suite executives, and employees
· Evaluating the operational risks that might occur due to system failure or human error, which in turn leads to the disruption of business processes. In such a scenario, it’s the responsibility of CRO to formulate strategies to overcome the risks
· Recognize the potential threats to operational efficiency and financial stability of the organization
· Develop risk related plans and formulate strategies to minimize and mitigate risks and also monitoring the progress of the project

The roles and responsibilities of the board are as follows:	

· Board of directors of today are expected to represent independent and diverse perspectives. Their main role is to perform the duties of strategic planning and oversight. 
· Board directors are much more than iconic figureheads. Boards typically look for specific qualities in choosing board members to fill vacant seats. Board members expect their fellow board directors to be willing to ask tough and probing questions to vet all sides of an issue. 
· Board directors need to be well-informed and fully engaged with all major issues that affect the corporation. Identifying risks has become an integral part of board work because risks are becoming increasingly numerous and complex.
· When corporations hit bumps in the road, all fingers typically point back to the board of directors. Board directors must be willing to act quickly and responsibly when they need to take action to comply with fiduciary responsibilities or to uphold good governance standards. A crisis may occur at any time. Board members need to stand ready to thwart potential crises and to manage developing crises, so they don’t adversely affect the corporation.

