Q.1) The risk management process is a formal series of actions designed to determine if the perceived reward justifies the expected risks. 
Risk management process involves following five steps:
· Identify the risks, classify to known or unknown
· Determine the method to measure risk
· Perform a cost benefit analysis on the risk transfer
· Develop a risk mitigation strategy
· Assess performance and amend risk mitigation strategy
Q.2) The problems and challenges faced while trying to make an effective risk-management Process are:
· Risk management will be beneficial to the economy if that risk is sufficiently dispersed among willing and able participants in the economy. 
· Risk management has not consistently been able to prevent market disruptions or to prevent business accounting scandals resulting from breakdowns in corporate governance.
· The use of derivatives as complex trading strategies assists in overstating the financial position of many entities and complicate the level of risk assumed by many entities. Derivative markets make it easier to take on large amounts of risk. 
· The “herd behavior” of risk managers after a crisis gets underway (e.g., selling risky asset classes when risk measures reach a certain level) actually increases market volatility.
· Every financial instrument that allows a company to transfer risk also allows other corporations to assume that risk as a counterparty in the same market—wisely or not.
Q.3) The conflict of interest affects a risk management program in the following ways: 
· Organizations with a poor risk management and risk governance culture sometimes allow powerful business leaders to exaggerate the potential returns while diminishing the perceived potential risks.
· Management itself might be tempted to leave gaps in risk measurement that, if mended, would disturb the reported profitability of a business franchise.
· In many firms across a broad swathe of industries, bonuses are paid today on profits that may later turn out to be illusory, while the cost of any associated risks is pushed, largely unacknowledged, into the future.
· The implied cost of any risk can be artificially reduced by applying poor or deliberately distorted risk measurement techniques.
· Decisions about risk and return can become seriously distorted across whole financial industries when poor industry practices and regulatory rules allow this to happen—famous examples being the U.S. savings and loan crisis in the 1980s and early 1990s and the more recent subprime crisis.
· There is enormous scope for individual professionals to take advantage of loopholes or where certain discretion is allowed. Therefore, it is imperative to have a strong regulatory system with well-structured risk management systems to avoid conflict of interest situations
Q.4) Risks are classified into – Market Risk, Strategic Risk, Reputation Risk, Business Risk, Legal and Regulatory Risk, Liquidity Risk, Credit Risk and Operational Risk
· Market risk- it is the risk that changes in financial market prices and rates will reduce the value of a security or a portfolio. It is further be classified into: interest rate risk, equity price risk, foreign exchange risk and commodity price risk.
· Credit risk- It is the risk of an economic loss from the failure of a counterparty to fulfill its contractual obligations, or from the increased risk of default during the term of the transaction. It is further be classified into: default risk, bankruptcy risk, downgrade risk and settlement risk.
· Liquidity risk- It occurs when an individual investor, business, or financial institution cannot meet its short-term debt obligations. The investor or entity might be unable to convert an asset into cash without giving up capital and income due to a lack of buyers or an inefficient market. It is further be classified into funding liquidity risk and trading liquidity risk.
Q.5) Risk management strategies are –
· Accept the risk: One reason to retain a risk is that it is perceived to have a small impact on the firm and managing the risk might prove more costly than it is worth.
· Avoid the risk: If a business risk is not a natural part of normal business operation, then it should be considered as a possible risk to avoid.
· Mitigate the risk: Mitigation can take many different forms depending on the risk factor involved. For e.g. A bank may mitigate credit risk by offering loans at higher interest rates, with shorter maturities, and/or with enhanced collateral requirements.
· Transfer the risk: Transferring can be costly because it usually involves either purchasing insurance coverage or investing in derivatives. Transferring risk also introduces counterparty risk because the firm is relying on the third party to make good on the insurance provided if a risk event arises.

Q.6) A few different types of risks which can be hedged against are:
· Pricing Risk - The cost of inputs may have a significant impact on the firm’s ability to conduct its business in a competitive manner. It makes sense to hedge such pricing risk by purchasing a forward or futures contract to buy a specific quantity of that input at a fixed cost, which can be determined in advance.
· Foreign Currency Risk - The goal of hedging foreign currency risk is to control exposure to exchange rate fluctuations that impact both future cash flows (revenue) and the fair value of assets and liabilities. Instruments that could be used include currency put options and forward contracts.
· Interest Rate Risk- The goal of hedging interest rate risk is to control the firm’s net exposure (asset or liability) to unfavorable interest rate fluctuations. From both an investing and a borrowing perspective, interest rate swaps (or swaptions) may be used to protect a firm against losses. It may help a firm to minimize its borrowing costs.
· Operational risk - Hedging operational risk covers a firm’s activities in production and sales (i.e., expenses and revenue). These operational risks can be considered as income statement risks.
· Financial risk - Financial risk relates to a firm’s balance sheet (i.e., assets and liabilities). By making the realistic assumption that there are some imperfections in the financial markets, a firm could benefit from hedging financial risk.

Q.7) Risk management is a technique of controlling and avoiding threats to business organization. It involves determining, analyzing and mitigating harmful risk to an organization’s capital and earnings.
A corporation should not engage in risk management before deciding clearly on its objectives in terms of risk and return. Without clear goals, determined and accepted by the board of directors, management is likely to engage in inconsistent, costly activities to hedge an arbitrary set of risks. Some of these goals will be specific to the firm, but others represent important general issues. 
A firm determine objectives for its risk management process 
· by Using a quantitative metric such as value at risk (VaR) to convey the maximum loss the firm will tolerate for a given confidence level for a given period of time
· And by Using stress testing whereby management considers possible but very severely negative scenarios to determine the level of losses. The results of stress testing can be used to inform the decision to retain, avoid, mitigate, or transfer known risks.
Q.8) Risk Advisory Director, Risk Management Committee, Compensation Committee and Audit Committee are the various committees associated with risk governance in a firm.
Their roles are:
· Risk Advisory Director-intimately understands the risk factors of a given industry and can advise the board on specialized risk exposures. The risk advisory director also meets with senior management on a regular basis and could be viewed as a liaison between the board  and management. Overall, the role involves educating members on best practices in both corporate governance and risk management.
· Risk Management Committee- is responsible for setting the firm’s risk appetite and independently monitoring ongoing risk management. This committee is also charged with supervision of all known risks of the firm and approving high-level risk decisions. In a banking context, they would be involved with approving credit facilities that are above certain limits or within limits but above a specific threshold.
· Compensation Committee – ensures appropriate risk taking in relation to the long-term risks assumed. It discusses and approves the remuneration of key management personnel.
·  Audit Committee- responsible for the reasonable accuracy of the firm’s financial statements and its regulatory reporting requirements. they are responsible for monitoring risk management procedures, tracking the progress of existing systems, and affirming the efficacy of the existing policies/systems.
Q.9) The benefits an ERM program are:
· Increased organizational effectiveness- It allows managers to focus on the largest threats to the firm rather than day-to-day threats to specific units and business lines.
· Better risk reporting- ERM defines the risk appetite of the entire enterprise and helps firms adhere to the constraints put on risk.
· Improved business performance- Total costs of transferring risks in line with the scale of various risks are better managed through ERM. Risk is incorporated into business model selection and the strategic decisions of the bank.
 The costs an ERM program are:
· Non-recurring costs/one-time costs- Consultancy costs for setting up an ERM program, Hardware and software purchases, and Training of in-house personnel.
· Recurring costs/ongoing- Salaries & benefits of risk management staff, Hardware maintenance & upgrades and software license fees and Spend on instruments used to hedge or manage risks.
Firms are motivated to use ERM program because ERM optimizes business performance by  supporting and influencing pricing, resource allocation and other business decisions. It is during this stage that risk management becomes an offensive weapon for management.

Q.10) The roles and responsibilities of CRO are:
· Providing the overall leadership, vision, and direction for ERM.
· Establishing an integrated risk management framework for all aspects of risks across the organization.
· Implementing a set of risk indicators and reports, including losses and incidents, key risk exposures and early warning indicators.
· Allocation of economic capital to business activities based on risk and optimizing the company’s risk portfolio through business activities and risk transfer strategies.
· Developing the analytical, systems and data management capabilities to support the risk management program.
· Developing risk management policies, including the quantification of the firm’s risk appetite through the specific risk limits.
· Communicating the company’s risk profile to key stakeholders such as the board of directors, regulators, stock analysts, rating agencies and business partners.
The roles and responsibilities of the board:
· Explicitly stating which risks the firm wants to retain and, which risks to either avoid, mitigate, or transfer.
· The board must ensure that its goals are stated in a clear and actionable manner. It should be done in the following two ways:
▪ The first is a broad statement of risk appetite that can be used in external communications.
▪ The second is a very detailed statement that can be used internally so that risk managers and line managers understand the enterprise-level expectations.
Establishing a dotted-line reporting relationship between the CRO and the board helps smoothen the
friction between the CRO and the CEO. Under extreme circumstances, that dotted line may convert to a solid line so that the CRO can go directly to the board without fear for his or her job security or compensation. 
